
Lockdown Local Computers

Project: Standardize computer setups and use group 
policies to control device policy
PROBLEM: End users can still use local computers for more than just McLeod remote

SOLUTION: Once all end user profiles have been migrated to Active Directory, we can use group 
policy to enforce certain device policies to lock the local computers down.

PROBLEM: Need to image a lot of new computers and re-​image some existing computers

SOLUTION: Leverage GPO and Ninja - Fresh Windows install can be joined to the domain. As soon 
as the device registers with the domain Group Policy will install Ninja agent. Once Ninja sees the 
endpoint the device setup automations will initiate.

EXECUTION: (Onsite Likely)

WEEK 1: Design and test lockdown policies and automations for deploying the base software

 WEEK 2: Test with 5 endpoints and evaluate end user impact

WEEK 3: Ensure all local data has been migrated to server storage, communicate with Users

WEEK 4: Begin imaging new computers and re-​imaging computers that can be reused

RESULT: Standard PC imaging and deployment procedure and computers that are more 
locked down, forcing end users to use remote session 100%


